W2 Shared Services
[bookmark: _GoBack]Password and Login Changes
As of Friday 27th May there will be a change to how we treat your network accounts and how frequently we require you to change your passwords.
We are making changes to the requirements for Whitireia, Weltec, W2 and WandW user accounts.

Each organisation is adjusting their security settings to a commonly agreed set.
For Whitireia the changes in account and password security are as follows:
· For Network Accounts, you will be required to change your password every 90 days
· Your password will need to be more secure, in particular, it needs to be:
· 8 characters or longer
· a complex combination of characters, numbers and non-alphanumeric characters, and 
· cannot contain your account name as part of the password
· Passwords can be changed immediately, but the previous 24 passwords will be remembered and cannot be used again
· You will now be prompted that your password will expire 14 days before the password will expire
· Your account will be locked for 15 minutes if you or someone enters an incorrect password 5 times

Why is this changing?
W2 shared services are consolidating the account security requirements across all organisations and joint environments to ensure that these are consistently applied. This work further enables and simplifies cross organisational collaboration and integration, streamlining your experience no matter where you may be! This will also provide an improved assurance of consistent security and account requirements. 
When? We will be making these changes for Whitireia on Friday 27th May at 5 pm.

Contact and more information
If you have any questions or would like any further information, please contact the Service Centre.
